ETS® has long been at the forefront of combatting test security concerns. We are constantly innovating and implementing new measures to help protect the integrity of TOEFL test scores.

Here are some of the test-security measures used for TOEFL tests worldwide:

- **Tests have strict identification (ID) requirements.** All test takers must show a valid and acceptable ID with name, photograph and signature.

- **Test-day procedures include biometric voice identification, facial recognition and the use of electronic scanning devices at test centers.**

- **For at-home tests, ETS employs live human proctors for 100% of the test,** plus artificial intelligence technology to prevent and detect suspicious activity.

- **Tests are delivered directly from ETS to the test taker’s computer,** minimizing opportunities to steal content.

- **Speech samples and test-taker photos** confirm student identity.

- **Testing experts employ post-test forensic analyses to scores and data,** and investigate results that may indicate improper testing behavior.

For more about how TOEFL tests provide the best security measures for English-language testing, please visit [ets.org/toefl/security](http://ets.org/toefl/security).